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Bitcoin

BITCOIN IS A 
CRYPTOCURRENCY

LAUNCHED IN 
JANUARY 2009

VERY SECURE: 
SAFETY AND 

LIVENESS



Why Blockchain – 1: 
The Evolutionary Argument

“Humans cooperate flexibly in large numbers” – Harari in Sapiens



Why Blockchain -2:
The Economic Argument

2018 2008
Digital Commons = controlled by a few digital platforms (intermediaries) 



Digital Intermediaries run the modern world

Digital intermediates aggregate information and do market making

Leading to high centralization of power in the AI era



Bitcoin is 
THE bubble 
of all time



Why Blockchain -3: 
The Technical Argument

Central role for theoretical design

Randomness for symmetry breaking & unpredictability

Resource-dependent randomness – Proof-of-work, proof-of-space, proof-of-stake

Adversarial behavior requires security proofs

Central role for theoretical analysis

Many ideas required

Information theory
Sharp threshold analysis
Typicality

Coding theory
Network coding
Distributed storage

Networking
P2P design

Game theory
Incentives



Distributed Computing -> Blockchain

Permissioned network  
(authorized nodes) 

Applications far beyond currencies
=> Cooperate without digital intermediary

Permissionless network  
(any node) 



The Promise

Core Blockchain Infrastructure

Payments

Exchanges

Social 
Networks

Prediction 
Market

Gaming 
assets

IoT
10K Tx / Sec

1M Trades / Sec

10K Tweet / Sec

1000 Tx / Sec

1000 Tx / Sec

100K Tx / Sec

Ethereum:  20 Tx / Sec

Throughput

Dfinity:  1000 Tx / Sec
Algorand:  1000 Tx / Sec

The Promise Big Gap



Infrastructure to applications

Web
1994

Routers
1984

Wireless
1994

Smartphone
2004

Cloud
2004

Platforms
2009

Blockchain

Decentralized
Apps



Security Latency

Blockchain Today

Bitcoin
50% adversary 3 hours ~Sweden

Energy
Efficiency Throughput

10 Tx/Sec

50% adversary 200 ms No wastage 1 Million 
Tx/SecDesired



The blockchain trilemma

Decentralization

Security Scalable

Bi
tc
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n,
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m IOTA, Ghost

EOS, Tron, Ripple



Principal challenge: Scalability



Consensus protocol mania

• Different security guarantees and 
decentralization

• How far can we go? 

Confirmation 
Latency

Transaction 
throughput



Optimize Latency 
and bandwidth

Metrics

Scale storage 
and compute

Ideas

Network design
for broadcast / multicast

Security, throughput,
latency, fairness

Layers of Blockchain

Protocol design
Stochastic analysis

Codes for blockchain
Resource allocation

Game theory and
Mechanism design

Decentralized
finance

Peer2Peer

Consensus

Sharding

Application



Two distinct Lens: Adversarial & Rational

Two models

Adversarial 

<50% of nodes are adversarial

Remaining honest nodes follow protocol

Rational 

Each node acts on self-interest

Is the protocol a Nash-equilibrium? 
Dominant strategy? 

- Do we need to assume that the node 
colludes in only small coalition?


